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Key Advantages

Security in one SaaS solution
•	Single, integrated solutions for      

the desktop, file server, and email  
that are easy to install and easy       
to maintain

Easy and affordable
•	Get virus, spyware, spam, web 

security, phishing, and desktop 
firewall protection, web-based 
management and reporting; 
automatic updates and upgrades;   
and around-the-clock technical 
support for an annual low-cost 
subscription fee

•	Reduce the need for security man-
agement software, hardware, 
support, or dedicated IT staff. 
McAfee manages the security SaaS 
infrastructure off-site and provides 
automated maintenance and 
reporting.

McAfee SecurityCenter simplifies 
management
•	With this simple-to-use, web-based 

console, you manage and generate 
reports on your security services

•	Quickly customize reporting 
dashboards for better visibility

•	Create multiple user groups, 
centralize all installations, 
configurations, reports, and  
schedule updates

Comprehensive	protection	for	your	business	
means	an	integrated	security	solution	that	is	
always	on	guard	and	always	up	to	date—not	just	
in	the	office,	but	also	wherever	employees	work	
remotely.	McAfee	SaaS	Endpoint	Protection	Suites,	
the	industry’s	first	truly	integrated	SaaS	solutions,	
provide	protection	against	endpoint,	email,	and	
web	threats—all	managed	online	through	the	
McAfee	SecurityCenter.	

Lower Total Cost of Ownership
Reduce	your	software	licensing	costs	and	manage-
ment	hardware	investment	by	subscribing	to	our	
managed	infrastructure.	McAfee	SaaS	Endpoint	
Protection	Suites	automate	security	and	free	
your	IT	staff.	McAfee	Gold	Technical	Support	is	
included	in	the	subscription	for	easy	access	to	
trusted	security	experts.

McAfee	SaaS	Endpoint	Protection	Suites	
consolidate	security	with	package	offerings—
all	with	instant	access	to	the	online	McAfee	
SecurityCenter	for	centralized	management.

Comprehensive Coverage in a Single Solution 
McAfee	SaaS	Endpoint	Protection	Suites	are	
designed	for	businesses	of	all	sizes,	helping	
you	put	an	end	to	point	products	with	single,	
integrated	solutions.

Quick Deployment to All Users
Regardless	of	where	your	users	are,	email	them	
the	installation	link	for	quick	deployment	over	the	
Internet	so	that	they	can	get	protected.	Additional	
push	or	silent	installation	options	are	also	available.

McAfee SaaS Endpoint Protection Suites
Security-as-a-Service that’s always on guard

More	and	more	new	threats	are	evolving	daily.	Spam,	phishing,	viruses,	web	threats,	
and	hackers	can	steal	your	valuable	data	and	disrupt	your	network.	Without	constant	
updates,	your	security	software	becomes	obsolete.	Keeping	your	business	continuously	
up	to	date	requires	total	protection	against	known	and	unknown	threats.	McAfee®	
SaaS	Endpoint	Protection	Suites	safeguard	your	desktops,	file	servers,	and	email	
servers—with	the	convenience	and	ease	of	maintenance	of	a	single,	integrated	
Security-as-a-Service	(SaaS)	solution.
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Endpoint and Email 
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McAfee SecurityCenter, for centralized visibility 
through an online management console P P P

Desktop and file server anti-virus and anti-
spyware scan and block out malware P P P

Desktop firewall blocks hackers and intrusions P P P

Web security for safe surfing P P P

Web filtering blocks unwanted websites P P
Email server protection scans for viruses and spam 
in house P P

Email scanning stops malicious spam and phishing 
attacks in the cloud P
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System Requirements 

McAfee SaaS Endpoint Protection 
Suites are designed for the Microsoft 
Windows operating systems running 
on a PC.

Note: The following are general 
system requirements and may vary 
depending on your environment. 

•	CPU: Intel Pentium processor or 
compatible architecture

•	RAM: 512 MB minimum (one to two 
GB recommended)

•	 Internet connection: Microsoft 
Internet Explorer 5.5 with SP2 or later

Workstations
•	Microsoft Windows XP Home 

or Professional with SP2 or later         
(32- and 64-bit)

•	Microsoft Windows Vista (32- and 
64-bit) 

•	Microsoft Windows 7 (32- and 64-bit)

Servers
•	Microsoft Windows 2003 Standard 

Server: Enterprise, Web Edition, or 
Small Business

•	Microsoft Windows 2008 Server (32- 
and 64-bit): Standard, Enterprise, Small 
Business, or Essential Business Server

•	McAfee SaaS Endpoint and Email 
Protection Suite requires that you own 
a unique email domain name and an 
email server with a static IP address 

Free 30-Day Trial
Experience the value of McAfee SaaS 
Endpoint Protection with a free 30-
day trial. Visit www.mcafee.com.

McAfee Solution Services Partners
McAfee partners offer professional 
services that range from installation 
to management. Contact McAfee 
today to learn how McAfee Partner 
Security Services can help you—from 
implementation to ongoing remote 
monitoring and enhanced support 
services.

Learn More
Visit www.mcafee.com, or call us at 
888.847.8766, 24 hours a day, seven 
days a week. McAfee provides a 
comprehensive portfolio of dynamic 
risk-management and mitigation 
solutions that secure your business 
advantage.

SaaS Endpoint Protection demo:
www.mcafee.com/tpdemo

SecurityCenter demo:
www.mcafee.com/scdemo

SaaS Endpoint Protection installation:
www.mcafee.com/tpinstall

Always On-Guard Security
Enjoy	endpoint	protection	that’s	never	obsolete	
with	daily,	automated	updates	and	service	upgrades	
through	the	McAfee	Security	SaaS	platform.	Simply	
install	the	protection	on	a	system	connected	to	the	
Internet.	McAfee	SaaS	Endpoint	Protection	Suites	
automatically	protect	and	update	all	systems	at	
regular	intervals	throughout	the	day	and	provide	
software	upgrades	to	the	latest	version—all	with-
out	interruption.	Schedule	upgrades	for	your	
environment	whenever	it’s	convenient.	Fast	and	
transparent	updates	keep	your	desktops,	servers,	
and	email	proactively	protected	against	ever-
evolving	attacks.

McAfee Global Threat Intelligence File 
Reputation Technology
Integrated	into	McAfee	SaaS	Endpoint	Protection	
Suites,	McAfee	Global	Threat	Intelligence™	file	
reputation	technology	is	always-on	protection	
that	uses	signature	and	behavioral-based	scanning	
to	reduce	exposure	from	unknown	threats.	It	
quarantines	and	blocks	threats	in	real	time	and	
closes	protection	gaps.	This	technology	keeps	
users	continuously	protected	from	advanced	
threats	even	before	the	signature	is	developed.

Figure 1. The McAfee ePO console showing integrated 
reporting of data from McAfee SaaS Security Center.

Hybrid Security Management
With	new	security	management	integration	
capabilities,	customers	using	hybrid	security	
deployments	can	get	comprehensive	reporting	
and	analytics	of	SaaS	and	on-premises	security	
information	on	McAfee	ePolicy	Orchestrator®	
software.

Simplified Security Management
From	the	web-based	McAfee	SecurityCenter	
console,	centralize	installation,	Microsoft	Active	
Directory	synchronization,	configuration,	reporting,	
updates,	and	group	management.	With	any	web	
browser,	access	the	secured	McAfee	SecurityCenter	
to	customize	reporting	widgets,	schedule	reports	
and	upgrades,	or	run	virus	and	spyware	scans.

Figure 2. The McAfee SecurityCenter provides centralized 
management of installations, reporting, and policy setting.

Integrated Web Security
McAfee	SiteAdvisor®	technology	warns	users	
before	they	visit	a	potentially	dangerous	website	
and	helps	to	avoid	online	threats	in	real	time.	By	
testing	websites	and	delivering	safety	ratings	to	
users	while	they	browse,	it	helps	users	stay	safe	
online.	Extend	your	protection	and	customize	web	
policies	to	filter	out	unwanted,	unproductive,	
or	malicious	websites	through	the	McAfee	
SecurityCenter.	

Advanced, Real-Time Email Security
McAfee	SaaS	Endpoint	and	Email	Protection	Suite	
processes	email	in	real	time	through	a	highly	
secure	system.	Filter	and	quarantine	inbound	and	
outbound	threats	from	your	email	before	they	
reach	your	network—no	installation	is	required.	
Compatible	with	all	major	email	applications,	our	
email	security	service	redirects	your	inbound	and	
outbound	email	to	McAfee	and	scans	your	mail	in	
less	than	one	second.	We	also	offer	email	server	
protection	monitoring	email	security	in	house.


